**Dharmsinh Desai University**

![](data:image/png;base64,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)

**Academic Year: 2022-2023**

**Department: Faculty of Management & Information Science**

**Subject: Cyber Security and Digital Forensic**

**Topic: Processing and Analysing Live Data at The**

**Forensic Lab**

**Full Name: Valaki Jaymin D**

**Roll No: MA075**

**Id No: 22MAPOG014**

**Department: M.C.A.**

**Submit Professor: Respected Hetal mam**

**Student Sign: Professor Sign:**

**Table of Contents**

[**1.** **INTRODUCTION** 3](#_Toc134126731)

[**2.EXPLANATION** 4](#_Toc134126732)

[**2.1 Live data collection and processing techniques:** 4](#_Toc134126733)

[**2.2 Real Time Data analysis tools and Technology** 5](#_Toc134126734)

[**2.3 Machine learning and predictive analytics in forensic science:** 6](#_Toc134126735)

[**2.4 Legal Considerations** 7](#_Toc134126736)

[**2.5 Data Storage and Preservation** 8](#_Toc134126737)

[**3.** **Case studies of live data analysis in criminal investigations:** 9](#_Toc134126738)

[**4. SOFTWARE FOR A DIGITALTAL FORENSIC** 10](#_Toc134126739)

[**4.1. Antivirus software** 10](#_Toc134126740)

[**4.2 Firewalls:** 10](#_Toc134126741)

[**4.3. Intrusion Detection and Prevention Systems (IDPS):** 11](#_Toc134126742)

[**4.4. Encryption software:** 11](#_Toc134126743)

[**4.5. Forensic analysis software:** 11](#_Toc134126744)

[**5.** **Conclusion** 12](#_Toc134126745)

# **INTRODUCTION**

* Forensic science plays a vital role in criminal investigations, where scientific techniques are used to uncover evidence that helps solve crimes. One of the key aspects of forensic science is the ability to process and analyse live data in real-time. Live data refers to any data that is generated or received in real-time, such as CCTV footage, GPS tracking data, or mobile phone data. The forensic lab is responsible for collecting and processing this data, and then analysing it to provide valuable insights into criminal activities.
* Processing and analysing live data is an intricate process that requires careful planning and execution. In order to be effective, forensic scientists must have a deep understanding of the various technologies and tools used to collect and process live data. They must also be proficient in various analytical techniques, including data mining, statistical analysis, and machine learning.
* The forensic lab team must also ensure that the data is properly preserved and stored for future analysis and use in legal proceedings. The forensic lab team must comply with legal requirements and regulations while processing and analysing live data, and they must maintain a chain of custody for the data to ensure its admissibility in court. Collaboration and communication between different forensic teams and investigators are essential for successful processing and analysing of live data. Overall, the processing and analysing of live data play a crucial role in modern forensic investigations, and it requires skilled professionals, advanced tools, and a thorough understanding of legal requirements.

# **2.EXPLANATION**

* **Topics:**

1. Live data collection and processing techniques
2. Real-time data analysis tools and technologies
3. Machine learning and predictive analytics in forensic science
4. Legal Considerations
5. Data Storage and Preservation

## **2.1 Live data collection and processing techniques:**

* Live data can be collected in a variety of ways, depending on the type of data and the circumstances of the investigation. CCTV footage, for example, can be collected from surveillance cameras installed in public places or businesses. GPS tracking data can be collected from devices that are used to track the location of vehicles or individuals. Mobile phone data can be collected from the phones themselves, or from cell towers that receive and transmit signals.
* Once the data has been collected, it must be processed and analysed in order to extract valuable insights. This involves a range of techniques, including data cleaning, data transformation, and data visualization. Data cleaning involves identifying and correcting any errors or inconsistencies in the data. Data transformation involves converting the data into a format that is more suitable for analysis, such as a database or spreadsheet. Data visualization involves creating visual representations of the data, such as charts or graphs, in order to better understand patterns and trends.

## **2.2 Real Time Data analysis tools and Technology**

* Real-time data analysis tools and technologies are essential for processing and analysing live data in a timely and efficient manner. These tools include data analytics software, data mining algorithms, and statistical analysis tools. Data analytics software, such as Tableau or Power BI, allows forensic scientists to create visualizations of the data and identify patterns and trends. Data mining algorithms, such as association rule mining or clustering, can be used to identify relationships and correlations in the data. Statistical analysis tools, such as regression analysis or hypothesis testing, can be used to test hypotheses and make predictions based on the data.
* Real-time data analysis tools and technologies are essential for processing and analysing live data in a timely and efficient manner. These tools enable forensic scientists to process and analyse large volumes of live data in real-time, allowing them to identify patterns, trends, and anomalies that may be critical to an investigation.
* There are numerous tools and technologies available for real-time data analysis, including data analytics software, data mining algorithms, and statistical analysis tools. These tools allow forensic scientists to create visualizations of the data, identify relationships and correlations, test hypotheses, and make predictions based on the data.
* Some examples of real-time data analysis tools and technologies include Apache Spark, Hadoop, and SAS. These tools are designed to handle large volumes of data and provide powerful analytics capabilities, making them ideal for processing and analysing live data. As technology continues to evolve, we can expect to see even more advanced tools and technologies emerging that will further enhance the ability of forensic scientists to process and analyse live data in real-time.

## **2.3 Machine learning and predictive analytics in forensic science:**

* Machine learning and predictive analytics have emerged as powerful tools for forensic scientists to analyse and interpret complex datasets, including live data generated during criminal investigations. These techniques enable forensic experts to identify patterns and correlations that may not be apparent through traditional methods and can help in predicting criminal activity and identifying suspects.
* Machine learning algorithms can be trained to identify and classify different types of data, such as images or voice recordings, and extract relevant features from them. This can help in identifying patterns that may not be apparent to the human eye. For example, machine learning algorithms can be trained to recognize faces from CCTV footage, which can help in identifying suspects.
* Predictive analytics can be used to analyse historical data to identify patterns and trends that can be used to predict future criminal activity. For example, predictive analytics can be used to identify areas of high crime risk, which can help law enforcement agencies to allocate resources more effectively.
* One of the key advantages of machine learning and predictive analytics in forensic science is the ability to analyse vast amounts of data quickly and accurately. This can help in identifying new leads and evidence that may have been missed through traditional methods.
* However, it is important to note that the use of machine learning and predictive analytics in forensic science raises ethical concerns around privacy and potential bias. Forensic experts must take these considerations into account when using these techniques to ensure that they are used appropriately and in compliance with legal and ethical standards.

## **2.4 Legal Considerations**

* Legal considerations are critical in processing and analysing live data in forensic investigations. The forensic lab team must ensure that they have obtained proper legal authorization before capturing and analysing live data. Failure to comply with legal requirements can result in the exclusion of the evidence in court, which can have serious consequences for the investigation.
* The legal considerations in processing and analysing live data involve obtaining appropriate legal authority to perform the investigation. The forensic lab team must obtain a search warrant or a court order to access and analyse the live data. The warrant or court order must provide specific information about the devices to be searched, the types of data to be analysed, and the time frame for the investigation.
* In addition to obtaining legal authorization, the forensic lab team must also comply with regulations such as the Computer Fraud and Abuse Act (CFAA), Electronic Communications Privacy Act (ECPA), and the General Data Protection Regulation (GDPR). These regulations outline the legal limitations on accessing and analysing electronic data, and the forensic lab team must comply with these regulations to ensure the admissibility of the evidence in court.
* Overall, legal considerations are essential in processing and analysing live data in forensic investigations. The forensic lab team must comply with legal requirements and regulations to ensure that the evidence is admissible in court and that the investigation is conducted in a legally sound manner.

## **2.5 Data Storage and Preservation**

* Data storage and preservation are critical aspects of processing and analysing live data in forensic investigations. The forensic lab team must ensure that the live data is properly stored and preserved for future analysis and use in legal proceedings.
* The live data must be stored in a secure and controlled environment to prevent any unauthorized access or modification. The storage environment must be equipped with the latest security technologies, such as encryption and access controls, to ensure that the data is protected from any potential threats.
* The forensic lab team must also ensure that the live data is backed up regularly to prevent any data loss or corruption. The backups must be stored in a separate location from the original data to ensure that they are not affected by any events that may damage the original data.
* The forensic lab team must maintain a chain of custody for the live data to ensure its admissibility in court. This involves documenting every step of the data handling process, including the capture, storage, and analysis of the data. The chain of custody ensures that the data is not tampered with or modified in any way, and it provides a complete record of the data's journey from the original device to its use in legal proceedings.
* Overall, data storage and preservation are critical in processing and analysing live data in forensic investigations. The forensic lab team must ensure that the data is properly secured, backed up, and documented to ensure its integrity and admissibility in court.

# **3.** **Case studies of live data analysis in criminal investigations:**

* One recent example of live data analysis being used in a criminal investigation in India is the 2021 Delhi riots case. In this case, the Delhi Police used live data analysis to gather evidence and identify suspects involved in the riots that took place in February 2020.
* The Delhi Police analysed thousands of hours of CCTV footage and social media posts to identify individuals involved in the riots. The police used facial recognition software and video analytics tools to track the movement of suspects and identify them based on their physical appearance and behaviour.
* The police also used geospatial technology to create maps that helped them visualize the movement of crowds and the locations of incidents. This enabled them to identify the main areas of violence and track the movement of suspects.
* In addition, the police used mobile phone data to identify the locations of suspects at different times during the riots. This data was analyzed using cell site analysis and call detail records analysis to create a timeline of events and identify suspects who were present at the scene of the crime.
* The use of live data analysis in this case was crucial in gathering evidence and identifying suspects involved in the riots. The Delhi Police were able to use the latest technologies and analytical techniques to collect and analyse vast amounts of data in real-time, allowing them to identify patterns, track suspects, and bring those responsible to justice.

**Ex2:**

* Operation Trojan Shield: In 2021, law enforcement agencies around the world collaborated on a large-scale operation to infiltrate and dismantle criminal networks that were using encrypted messaging apps to coordinate their activities. The operation involved the live analysis of millions of messages in real-time, which enabled investigators to intercept drug shipments, arrest suspects, and seize assets.

# **4. SOFTWARE FOR A DIGITALTAL FORENSIC**

* Prevention software is an essential component of cyber security and digital forensics. Prevention software aims to prevent or mitigate cyber-attacks and cybercrime by identifying and blocking potential threats before they can cause damage to an organization's network or data.
* Some of the commonly used prevention software for cyber security and digital forensics include:

## **4.1. Antivirus software**

* Antivirus software is one of the most commonly used prevention software for cyber security and digital forensics. It helps protect against malware, such as viruses, trojans, and worms, which can cause serious damage to a computer or network. Some popular antivirus software includes Norton, McAfee, and Avast.
* One unique feature of antivirus software is its ability to scan files and programs in real-time. This means that as soon as a file or program is downloaded or accessed, the antivirus software scans it for potential threats. Some antivirus software can also automatically update their virus definitions to detect and block new and emerging threats.

## **4.2 Firewalls:**

* Firewalls are another essential prevention software for cyber security and digital forensics. They help protect against unauthorized access to a network or computer by blocking traffic from unknown or suspicious sources. Some popular firewalls include Windows Firewall, Cisco ASA, and Juniper SRX.
* One unique feature of firewalls is their ability to create and enforce access control policies. This means that the firewall can determine which traffic is allowed into or out of the network or computer, based on predefined rules. Firewalls can also be configured to log and analyse network traffic, which can help detect and prevent cyber-attacks.

## **4.3. Intrusion Detection and Prevention Systems (IDPS):**

* One example of an IDPS is Snort. Snort is an open-source network intrusion detection system that can detect various types of cyber-attacks, including port scans, denial-of-service attacks, and buffer overflows. Snort can also prevent attacks by blocking traffic from known malicious sources.

## **4.4. Encryption software:**

* Encryption software is used to protect sensitive data by converting it into a coded language that is unreadable without a decryption key. This prevents unauthorized access to sensitive data, even if it is intercepted by a third party. Some popular encryption software includes VeraCrypt, BitLocker, and PGP.
* One unique feature of encryption software is its ability to create encrypted containers or volumes. This means that sensitive data can be stored in an encrypted file or folder, which can only be accessed with a decryption key. Encryption software can also be used to encrypt emails, chat messages, and other forms of communication, ensuring that sensitive information remains secure.

## **4.5. Forensic analysis software:**

## 

* Forensic analysis software is used in digital forensics to examine digital devices, such as computers, mobile phones, and tablets. It can recover deleted or hidden data, analyses network traffic, and detect malware or malicious code. Some popular forensic analysis software includes EnCase, FTK, and Autopsy.
* One unique feature of forensic analysis software is its ability to recover and analyses deleted or hidden data. This means that even if a user tries to hide or delete sensitive information, forensic analysis software can still recover it. Forensic analysis software can also analyses network traffic to identify potential cyber-attacks, helping investigators to prevent future incidents.

# **Conclusion**

* In conclusion, the processing and analysing of live data in forensic investigations play a crucial role in the modern justice system. The forensic lab team must be equipped with the latest technologies and tools to handle live data effectively. The analysis process involves capturing live data, ensuring its integrity, and then analysing it using specialized software and tools. The forensic lab team must also ensure that the data is properly preserved and stored for future analysis and use in legal proceedings.
* Legal considerations and regulations are critical in processing and analysing live data in forensic investigations. The forensic lab team must obtain proper legal authorization and comply with regulations to ensure the admissibility of the evidence in court.
* Data storage and preservation are also essential in processing and analysing live data in forensic investigations. The forensic lab team must ensure that the data is properly secured, backed up, and documented to ensure its integrity and admissibility in court.
* Overall, the processing and analysing of live data in forensic investigations require skilled professionals, advanced tools, and a thorough understanding of legal requirements. Collaboration and communication between different forensic teams and investigators are essential for successful investigations. The proper handling of live data can provide valuable information for investigations, leading to successful outcomes in legal proceedings.
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